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The SIEM app is now a part of the Elastic Security solution.
Click
here to view the current documentation.

IMPORTANT: No additional bug fixes or documentation updates will be
released for this version.
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